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Лекция № 3:
«Деятельность вожатого по профилактике рисков интернет‑коммуникации»
Сегодня мы наблюдаем целый ряд тревожных тенденций в цифровой среде, непосредственно затрагивающих подрастающее поколение. Во‑первых, отмечается устойчивый рост случаев кибербуллинга среди подростков, что негативно сказывается на их психоэмоциональном состоянии. Во‑вторых, существенно увеличивается время, проводимое детьми и юношеством за экранами гаджетов, что меняет модели их социального взаимодействия. В‑третьих, вызывает серьёзную озабоченность широкое распространение деструктивного контента в интернет‑пространстве. И, наконец, особую тревогу вызывают участившиеся случаи вовлечения несовершеннолетних в опасные онлайн‑«игры», прямо угрожающие их жизни и здоровью. Всё это в совокупности делает изучение проблемы не просто актуальным, но и социально значимым, требующим нашего пристального внимания и скоординированных действий.
Современный ребёнок активно использует цифровые технологии, что создаёт как возможности, так и риски. Вожатый — ключевой взрослый, способный научить безопасному поведению в сети, вовремя заметить тревожные сигналы и предотвратить вовлечение детей в опасные практики.

1. Правовая база: Федеральный закон № 152 «О защите персональных данных»
Ключевые положения для вожатого:
Персональные данные (ПДн) – это любая информация, позволяющая идентифицировать человека (ФИО, фото, дата рождения, адрес, номера телефонов). Даже псевдоним в соцсети может быть ПДн, если связан с реальным лицом.
Обязанности вожатого при работе с ПДн детей и родителей:
· Сбор данных только с письменного согласия родителей (форма утверждается лагерем).
· Хранение в защищённом месте (пароль на устройстве, закрытый файл).
· Передача исключительно по официальным каналам лагеря (не через личные мессенджеры!).
· Публикация фото/видео только с согласия родителей (отдельный документ).
· Уничтожение данных после окончания смены по регламенту лагеря.
Запрещено:
· выкладывать фото детей в открытые соцсети без согласия;
· передавать данные третьим лицам;
· хранить в открытом доступе имена, возраст, контакты детей.
Ответственность за нарушение закона предусматривает административные штрафы, дисциплинарные меры со стороны работодателя, в крайнем случае -уголовную ответственность за незаконное распространение.

2. Профилактика рисков интернет‑коммуникации
А. Кибербуллинг — это целенаправленная травля, оскорбления, угрозы, распространение компрометирующих данных или заведомо ложной информации о человеке с использованием цифровых средств коммуникации. Происходит в интернет‑пространстве: через электронную почту, мессенджеры, социальные сети, форумы, видеохостинги, онлайн‑игры и мобильные телефоны (SMS, звонки).
Признаки:
· резкие изменения в поведении ребёнка (замкнутость, агрессия);
· отказ от гаджетов;
· упоминания о «обидных сообщениях» или «шутках».
Ваши действия как вожатого:
1. Выслушать ребёнка без осуждения.
2. Зафиксировать доказательства (скриншоты).
3. Сообщить руководству лагеря и родителям.
4. Подключить психолога при необходимости.
5. Объяснять разницу между «шуткой» и травлей;
6. Обсуждать последствия публикации жестоких видео/фото;
7. Создавать «безопасные» каналы для выражения эмоций (дневники, арт‑терапия).
Б. Зависимость от гаджетов (цифровая зависимость) — это навязчивая потребность постоянно использовать цифровые устройства (смартфон, планшет, компьютер), при которой человек теряет контроль над временем, проведённым в виртуальном пространстве, и испытывает психологический дискомфорт при отсутствии доступа к гаджету.
Признаки:
· раздражение при попытке ограничить время в сети;
· снижение интереса к реальным активностям;
· нарушение сна из‑за использования устройств.
Ваши профилактические действия как вожатого:
1. чёткие правила использования гаджетов в лагере (например, «телефон только после ужина»);
2. альтернативные активности (квесты, спорт, творчество);
3. личный пример (вожатый не «зависает» в телефоне на глазах у детей).
В. «Игры» с риском для жизни — это деструктивные онлайн- или офлайн-практики, в которых подростки выполняют опасные задания под влиянием кураторов, сверстников или через социальные сети. Такие «игры» часто маскируются под челленджи, развлечения или способы самоутверждения, но несут реальную угрозу физическому и психическому здоровью, а иногда и жизни. 

Это могут быть:
· Онлайн-челленджи с опасными заданиями. Например, «Беги или умрёшь» — требуется перебежать дорогу перед движущимся автомобилем, снимая процесс на видео для публикации в сети. Или «Пропади на сутки» — нужно спрятаться от родителей и не выходить на связь 24 часа. 
· «Группы смерти» — сообщества в соцсетях или мессенджерах, где кураторы постепенно вовлекают подростков в деструктивное поведение. Сначала дают мелкие задания (например, сделать селфи в опасном месте), затем — всё более рискованные (самоповреждения, нарушение закона). 
· Офлайн-практики под влиянием интернета. Например, попытки «стать феей огня» через открытие газа на кухне или смешивание опасных веществ (желатин, ацетон и блёстки для «волшебного макияжа»)
Признаки:
· упоминания о заданиях («вызови страх», «сделай и опубликуй»);
· ночные пробуждения для выполнения «миссий»;
· скрытность в использовании соцсетей.
Ваши действия как вожатого:
1. Немедленно сообщить руководству и родителям.
2. Изолировать ребёнка от источника влияния.
3. Обеспечить психологическую поддержку.
4. При угрозе жизни — вызвать скорую и полицию.

3. Правила поведения в интернет‑пространстве
Правила поведения в интернет‑пространстве для детей (что объяснять):
· не добавлять незнакомцев в друзья;
· не сообщать незнакомцам адрес, телефон, школу;
· не переходить по подозрительным ссылкам;
· сообщать вожатому о странных сообщениях;
· уважать других в переписке (нет оскорблениям!);
· сохранять личные границы (можно сказать «не хочу обсуждать»).
Правила поведения в интернет‑пространстве для вожатого (личный профиль):
· настройки приватности (только друзья видят посты);
· запрет на публикацию фото детей без согласия;
· разделение личного и профессионального контента;
· не вступать в споры в родительских чатах;
· использовать проверенные источники информации.

4. Этические нормы переписки вожатого в мессенджерах
Общие правила для всех чатов (применяются ко всем типам переписки):
1. Запрет на использование капслока (КРИЧАЩИЙ ТЕКСТ).
2. Обязательная проверка орфографии и пунктуации.
3. Запрет на пересылку непроверенной или сомнительной информации.
4. Обязательное указание источника при цитировании.
5. Соблюдение делового этикета (вежливость, уважительный тон).
6. Избегание многозначных формулировок, требующих уточнений.
	Адресат
	Ключевые принципы
	Примеры формулировок
	Запреты и ограничения

	Дети
	- Тон дружелюбный, но без панибратства; 
- Язык простой, без сленга;
- Ответы только в рабочее время.
	«Привет! Чем могу помочь?»
«Давай разберёмся вместе»
«Это хорошее предложение, давай попробуем»
	- Шутки с двойным смыслом; 
- Критика внешности; 
- Общение в ночное время;
- Игнорирование вопросов.

	Родители
	- Умеренная формальность информация только по делу (здоровье, поведение); 
- Соблюдение конфиденциальности (не обсуждать других детей); 
- Ответы в рамках регламента лагеря.
	«Уважаемая Анна Сергеевна, хочу сообщить…»
«По поводу поведения [имя ребёнка]:…» 
«Могу предоставить подробную информацию о…»
	- Обсуждение других детей; 
- Эмоциональные оценки; - Задержки с ответом сверх регламента.

	Напарник
	- Чёткость формулировок; 
- Взаимоподдержка; 
- Конфликты только в личной беседе.
	«Кто сегодня ведёт отряд?»
«Кто отвечает за инвентарь?» 
«Поможешь с организацией?» 
«Давай распределим задачи»
	- Публичное обсуждение разногласий в чатах; 
- Некорректные замечания; 
- Игнорирование запросов.

	Руководство
	- Официальность; 
- Структурированность 
(суть → вопросы → предложения); 
- Соблюдение сроков (ответ в течение рабочего дня).
	«Уважаемый Иван Петрович, сообщаю о…»
«Возникли следующие вопросы:…» 
«Предлагаю следующие решения:…»
	- Неструктурированные сообщения; 
- Задержки с ответом; 
- Неформальный тон.



5. Ключевые принципы работы вожатого:
1. Профилактика важнее реакции — обсуждайте риски до их возникновения.
2. Доверие — основа — дети должны знать: вожатый поможет, а не накажет.
3. Соблюдай границы — твои действия должны быть законными и этичными.
4. Будь примером — твоё цифровое поведение копируют дети.

Программа: «Вожатый»   Дисциплина: «Информационно - медийное сопровождение вожатской деятельности»   Преподаватель: Жаркова София Геннадьевна   Лекция   № 3 :   «Деятельность   вожатого   по   профилактике   рисков   интернет - коммуникации»   Сегодня   мы   наблюдаем   целый   ряд   тревожных   тенденций   в   цифровой   среде,   непосредственно   затрагивающих   подрастающее   поколение.   Во - первых,   отмечается   устойчивый   рост   случаев   кибербуллинга   среди   подростков,   что   негативно   сказывается   на   их   психоэмоциональном   состоянии.   Во - вторых,   существенно   увеличивается   время,   проводимое   детьми   и   юношеством   за   экранами   гаджетов,   что   меняет   модели   их   социального   взаимодействия.   В - третьих,   вызывает   серьёзную   озабоченность   широкое   распространение   деструктивного   контента   в   интернет - пространстве.   И,   наконец,   особую   тревогу   вызывают   участившиеся   случаи   вовлечения   несовершеннолетних   в   опасные   онлайн - «игры»,   прямо   угрожающие   их   жизни   и   здоровью.   Всё   это   в   совокупности   делает   изучение   проблемы   не   просто   актуальным,   но   и   социально   значимым,   требующим   нашего   пристального   внимания   и   скоординированных   действий.   Современный   ребёнок   активно   использует   цифровые   технологии,   что   создаёт   как   возможности,   так   и   риски.   Вожатый   —   ключевой   взрослый,   способный   научить   безопасному   поведению   в   сети,   вовремя   заметить   тревожные   сигналы   и   предотвратить   вовлечение   детей   в   опасные   практики.     1 .   Правовая   база:   Ф едеральный закон   № 152   «О   защите   персональных   данных»   Ключевые   положения   для   вожатого:   Персональные   данные   (ПДн)   –   это   любая   информация,   позволяющая   идентифицировать   человека   (ФИО,   фото,   дата   рождения,   адрес,   номера   телефонов) .   Д аже   псевдоним   в   соцсети   может   быть   ПДн,   если   связан   с   реальным   лицом.   Обязанности   вожатого  при   работе   с   ПДн   детей   и   родителей:      Сбор   данных   только   с   письменного   согласия   родителей   (форма   утверждается   лагерем).      Хранение   в   защищённом   месте   (пароль   на   устройстве,   закрытый   файл).      Передача   исключительно   по   официальным   каналам   лагеря   (не   через   личные   мессенджеры!).      Публикация   фото/видео   только   с   согласия   родителей   (отдельный   документ).      Уничтожение   данных  после   окончания   смены   по   регламенту   лагеря.   Запрещено:      выкладывать фото детей в открытые соцсети без согласия;      п ередавать   данные   третьим   лицам;      хранить   в  открытом   доступе   имена, возраст, контакты детей .  

